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# ВЪПРОСИ ЗА САМОПОДГОТОВКА

Въпрос 1: Какъв вид заплаха се описва, когато участник в заплаха прави незаконни онлайн покупки, използвайки открадната кредитна информация?

1. Кражба на информация.
2. Изтриване или манипулация на данни.
3. Кражба на самоличност.
4. Отказ от услуга.

Отговор: C

При грешен отговор, обучаемият да прочете материала от мултимедийната презентация по Тема 4.1 Защита на устройства - „Потенциални рискове и заплахи за дигиталните устройства и софтуерни програми - 4“, слайд 6.

Въпрос 2: Коя от следните характеристики описва червея? (Изберете два верни отговора)

1. Скрива се в пасивно състояние, докато не стане необходим на нападателя.
2. Изпълнява се, когато софтуер се изпълнява на компютър.
3. Разпространява се към нови компютри без никаква намеса или знание на потребителя.
4. Самовъзпроизвежда се.
5. Заразява компютри чрез прикачване към софтуерен код.

Отговор: C,D

При грешен отговор, обучаемият да прочете материала от мултимедийната презентация по Тема 4.1 Защита на устройства - „Потенциални рискове и заплахи за дигиталните устройства и софтуерни програми - 8“, слайд 10.

Въпрос 3: Кое устройство контролира трафика между две или повече мрежи, за да предотврати неоторизиран достъп?

1. ААА Сървър
2. Защитна стена
3. Имейл/Уеб устройства за филтрация
4. Система за предотвратяване на прониквания

Отговор: B

При грешен отговор, обучаемият да прочете материала от мултимедийната презентация по Тема 4.1 Защита на устройства - „Методи за защита на устройства и електронна информация - 3“, слайд 16.